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Abstract of the contribution: This paper proposes to evaluate the solutions of Key Issue #4 (Reduce overhead for repetitive non-successful privacy verification).
1.	Discussion
The analysis of the solutions for Key Issue #4 (Reduce overhead for repetitive non-successful privacy verification) is shown in Table 1.
Table 1: Analysis of solutions for Key Issue #4
	Solutions
	Network function performs privacy verification
	How to transfer the privacy setting

	Solution 5 in clause 6.5
	GMLC
	


	Solution 6 in clause 6.6
	GMLC
	


	Solution 7 in clause 6.7
	GMLC
	



Based on the analysis in Table 1, solution 5 impacts UDM to store the privacy setting provided by UE. Because the user may change the privacy setting at any time, so this solution will increase the signalling load of UDM. Furthermore, this solution does not support backward compatibility, as specified in TS 23.271, the privacy setting is stored in PPR which can be co-located with GMLC.
Solution 6 and 7 do not impact UDM and support the backward compatibility. The difference is that solution 6 works when LPP (LTE Positioning Protocol) is used, solution 7 works when solution 2 in TR 23.731 is used.
Based on the analysis above, it is proposed that:
Proposal 1: GMLC is responsible to perform privacy verification and it may consider UE provided privacy setting.
Proposal 2: GMLC obtains UE provided privacy setting from AMF or LMF.
2.	Proposal
It is proposed to add evaluation of solutions and conclusion of Key Issue#14 as follows:
*** First change ***
[bookmark: _Toc516678748][bookmark: _Toc513014833]7	Evaluation
7.X	Evaluation of Solutions for Key Issue #4
The analysis of the solutions for Key Issue #4 (Reduce overhead for repetitive non-successful privacy verification) is shown in Table 1.
Table 1: Analysis of solutions for Key Issue #4
	Solutions
	Network function performs privacy verification
	How to transfer the privacy setting

	Solution 5 in clause 6.5
	GMLC
	


	Solution 6 in clause 6.6
	GMLC
	


	Solution 7 in clause 6.7
	GMLC
	



Based on the analysis in Table 1, solution 5 impacts UDM to store the privacy setting provided by UE. Because the user may change the privacy setting at any time, so this solution will increase the signalling load of UDM. Furthermore, this solution does not support backward compatibility, as specified in TS 23.271, the privacy setting is stored in PPR which can be co-located with GMLC.
Solution 6 and 7 do not impact UDM and support the backward compatibility. The difference is that solution 6 works when LPP (LTE Positioning Protocol) is used, solution 7 works when solution 2 in TR 23.731 is used.
Based on the analysis above, it is proposed that the solution for Key Issue #4 is based on solution 6 or 7.
*** End of changes ***
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